|  |  |
| --- | --- |
|  | **Microsoft Edge (Chromium-based)** |

# User Profile:

%LocalAppData%\Microsoft\Edge\User Data\[Default|flrofile *X*]\\*

# History (SQLite Database):

%LocalAppData%\Microsoft\Edge\User Data\[Default|flrofile *X*]\![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABYAAAAhCAYAAADdy1suAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAWklEQVRIie3QzQmAMBBE4edPCRZpR2nFUmIneorXEBFmRQLCPJjLHr7DAmxAqXYQLzdGHl8gUoYNGzasND/c1qCzKPAEpCB8638/7gqfwBDcrsCfZNiwYcNKF+vXDJd6ZtavAAAAAElFTkSuQmCC)istory

# Cookies (SQLite Database):

%LocalAppData%\Microsoft\Edge\User Data\[Default|flrofile *X*]\![](data:image/png;base64,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)etwork\Cookies

# Cache:

%LocalAppData%\Microsoft\Edge\User Data\[Default|flrofile *X*]\Cache\\*

# Sessions:

%LocalAppData%\Microsoft\Edge\User Data\[Default|flrofile *X*]\Sessions\\*

# Settings and Other Configuration:

%LocalAppData%\Microsoft\Edge\User Data\[Default|flrofile *X*]\flreferences

|  |  |
| --- | --- |
|  | **Google Chrome** |

# User Profile:

%LocalAppData%\Google\Chrome\User Data\Default\\*

# History (SQLite Database):

%LocalAppData%\Google\Chrome\User Data\Default\![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABYAAAAhCAYAAADdy1suAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAWklEQVRIie3QzQmAMBBE4edPCRZpR2nFUmIneorXEBFmRQLCPJjLHr7DAmxAqXYQLzdGHl8gUoYNGzasND/c1qCzKPAEpCB8638/7gqfwBDcrsCfZNiwYcNKF+vXDJd6ZtavAAAAAElFTkSuQmCC)istory

# Cookies (SQLite Database):

%LocalAppData%\Google\Chrome\User Data\Default\![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABYAAAAhCAYAAADdy1suAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAABOklEQVRIibXVTytnURgH8E9KIpJSs7KxkZWFUnY2drOwmikyWBBeiLwA+b+wEjsjO8kL0KzJwkbKTjY0+btQOs7l1/3puU/dut+ncz+d7jmdA4t4+eRZUr7Osm93GmoM/oPWOvAPVQtuw1gVMMxVBfdhsAqYb866DPwLnVHwXfLehMkI+D/Gs95cjUmUhmEfV0nuxnAE/IjNrDcfAcMGnpL8E10R8BX+ZmNnImBYyfI0GiPgI5wn+QdGIuAXrGa9UotYZm9u4T7JQ+iNgG+wm/VmI2BYzvIEWiLgE/xLcjtGI2CKi1jzd9QDb+M2yf0YiIDvvO2QtL68BOo6CrGW5d/oiIBPcZzkZkxFwBTPjwX0RMB7uE5y02eDvgM/KF4CITCs47kK+BIHVcAUz48w+BAXVcDPilvvvV4BlLU31W5H/wwAAAAASUVORK5CYII=)etwork\Cookies

# Cache:

%LocalAppData%\Google\Chrome\User Data\Default\Cache\\*

# Sessions:

%LocalAppData%\Google\Chrome\User Data\Default\Sessions\\*

# Settings and Other Configuration:

%LocalAppData%\Google\Chrome\User Data\Default\flreferences

|  |  |
| --- | --- |
|  | **Mozilla Firefox** |

# User Profile:

%AppData%\Mozilla\Firefox\flrofiles\*xxxxxxxx*.default-release\\*

# History, Bookmarks, and Downloads (SQLite Database):

%AppData%\Mozilla\Firefox\flrofiles\*xxxxxxxx*.default-release\places.sqlite

# Cookies (SQLite Database):

%AppData%\Mozilla\Firefox\flrofiles\*xxxxxxxx*.default-release\cookies.sqlite

# Cache:

%LocalAppData%\Mozilla\Firefox\flrofiles\*xxxxxxxx*.default-release\cache2\\*

# Sessions:

%AppData%\Mozilla\Firefox\flrofiles\*xxxxxxxx*.default-release\sessionstore- backups\\*

# Settings and Other Configuration:

%AppData%\Mozilla\Firefox\flrofiles\*xxxxxxxx*.default-release\prefs.js

**Legacy Browsers**

|  |  |
| --- | --- |
|  | **Microsoft Edge** |

# User Profile:

%LocalAppData%\flackages\Microsoft.MicrosoftEdge\_*XXX*\AC

# History, Cookies, and Downloads (ESE Database):

%LocalAppData%\Microsoft\Windows\WebCache\WebCacheV01.dat

Note that **local file access** will also appear within **WebCacheV01.dat**. Look for entries similar to:

file:///*X*:/path/to/file, where “*X*” is the drive letter on which the file was accessed.

# Cache:

%LocalAppData%\flackages\Microsoft.MicrosoftEdge\_*XXX*\AC![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABgAAAAhCAYAAADDAmudAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAABI0lEQVRIie2WwUrDQBBAnwasqFCIWn/H/+jJv+gfeOqpp/5B/8JToZ/h1TYqPQQPweqhLSSTnc0wXQiCA3vI5oW3mdmdBPR4AX5q40nhngU3r988jwhG4nrt4XoTZEAu5jYKex/jNMFd4N6bwj7EOE0gV1UCX0bW9AbW/F8B1zH2VIHkdsC7hBY093HKsYpt0yTx9wVaLGnmcqxwU8HNJJB6F7U460FztQlNMACGYs7VJjSBXBVAoQhcbyDz+glUAe4sIDDVwFrgIXDhEXgLXAFbi6CzcAq3Zn8WWvHf7PoVhOKVZh4fFU7WbhKCUu6iICcFN8ClmHM3upBAnuJv4EMRmE58l6Bg/6cgIwNuPQJrm8gDz5pS5C1weRidgmRfsmP8AnIFe5sxKl4pAAAAAElFTkSuQmCC)!*XXX*\MicrosoftEdge\Cache

# Sessions:

%LocalAppData%\flackages\Microsoft.MicrosoftEdge\_*XXX*\AC\MicrosoftEdge\User\Default

\Recovery\Active

# Settings and Other Configuration:

%LocalAppData%\flackages\Microsoft.MicrosoftEdge\_*XXX*\AC\MicrosoftEdge\User\Default

\DataStore\Data\nouser1\*XXX*\DBStore\spartan.edb

|  |  |
| --- | --- |
|  | **Microsoft Internet Explorer** |

# Location of Most Artifacts (ESE Database):

%LocalAppData%\Microsoft\Windows\WebCache\WebCacheV01.dat

|  |  |
| --- | --- |
| **Artifact** | **Database Container** |
| **History** | History |
| **Cache** | Content |
| **\*Cookies (metadata only)** | Cookies |
| **Downloads** | iedownload |

\*Cookies are stored in %AppData%\Microsoft\Windows\Cookies (and \Low)

# Sessions:

%LocalAppData%\Microsoft\Internet Explorer\Recovery\\*.dat